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## Objective

Drivio shall take adequate precautions and design appropriate controls to prevent misuse of its information assets and information processing facilities. In this regard, Drivio shall establish necessary communication and network security procedures, protect information in networks and support infrastructure, maintain the security of information being transferred, and detect any unauthorized information processing activities.

## Scope

This document applies to all processes and operations within the scope of the Information Security Management System at Drivio.

## Policy Statement

Drivio is committed to ensuring the highest level of service to its customers. Consequently, it is paramount to manage and control networks to protect them from threats and maintain the security of their systems and applications.

## Communication & Network Security

* 1. **Network Security Management**

### Network Controls

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAk0lEQVQYlWP8//8/w537j/SmLVjVfur8FVcGBgYGM0Od3VkJYZUqinKXGG/fe6iXUdZ66MvXb/wMSICHm+vjjK5qO2YWful5dx880WVAA79+/+Z48fqtPDMzn9SCf//+M6MrYGBgYHj+6o0CEzYJZMBkZqizG5ekmaHObqashLBKHm6uj+iSPNxcH7MSwioZCXkTAGbsQNvAO3eDAAAAAElFTkSuQmCC) Networks shall be adequately managed and controlled to be protected from threats and to maintain the security of the systems and applications using the network, including information in transit.
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### Information Transfer Policies & Procedure
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### Electronic Messaging
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### 4.1.4. Confidentiality or Non-Disclosure Agreements

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAk0lEQVQYlWP8//8/w537j/SmLVjVfur8FVcGBgYGM0Od3VkJYZUqinKXGG/fe6iXUdZ66MvXb/wMSICHm+vjjK5qO2YWful5dx880WVAA79+/+Z48fqtPDMzn9SCf//+M6MrYGBgYHj+6o0CEzYJZMBkZqizG5ekmaHObqashLBKHm6uj+iSPNxcH7MSwioZCXkTAGbsQNvAO3eDAAAAAElFTkSuQmCC) Confidentiality or non-disclosure agreements reflecting Drivio needs for the protection of information shall be identified and maintained with all the third parties, and this will be based on the criticality of the information to be protected. These requirements shall be reviewed at least once in a year and at the time of any change in the business environment, legal requirements, and contractual obligations.
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## Document Security Classification

Company Internal (please refer to the Data Classification policy for more details).

## Non-Compliance

Compliance with this policy shall be verified through various methods, including but not limited to automated reporting, audits, and feedback to the policy owner. Any staff member found to be in violation of this policy may be subject to disciplinary action, up to and including termination of employment or contractual agreement. The disciplinary action shall depend on the extent, intent, and repercussions of the specific violation.

## Responsibilities

The Information Security Officer is responsible for approving and reviewing policy and related procedures. Supporting functions, departments, and staff members shall be responsible for implementing the relevant sections of the policy in their area of operation.

## Schedule

This document shall be reviewed annually and whenever significant changes occur in the organization.

End of Communications & Network Security Policy. For version history, please see the next page.
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